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ABSTRACT

Purpose: This study aims to analyze the impact of Open Government Data (OGD) on social trust formation
in public administration in Kazakhstan, testing the OGD value creation theory in a highly digitalized environ-
ment that has not achieved the expected level of public trust.

Methodology: The research employs quantitative analysis of data from the Kazakhstan Digital Inclusive-
ness Survey using R software. Correlation and regression analyses were used to evaluate relationships between
socio-demographic factors, platform usage, satisfaction, accessibility, and trust levels. Additionally, thematic
content analysis of respondents’ open-ended answers was applied.

Results: Contrary to expectations, socio-demographic factors minimally impact trust levels in OGD, while
service quality and user satisfaction emerge as key determinants. Significant trust disparities were found across
digital channels: official websites receive substantially lower ratings (3.448) compared to government social
media (8.094) and news sources (9.745). Statistical analysis showed that platform accessibility moderates re-
lationships between certain demographic factors and trust.

Originality: The study identifies a novel "circle of trust" mechanism connecting usage frequency, service
satisfaction, and trust levels in a self-reinforcing cycle. This concept offers new perspectives on bridging the
gap between formal digital platform implementation and public value creation. The findings indicate that for
governments seeking to build public trust, merely creating digital platforms is insufficient; they must ensure
data reliability and develop verification mechanisms that foster a comprehensive open data ecosystem.
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INTRODUCTION

Relevance. Open government data is becoming an important tool for increasing government transparency
and accountability. OGD is the basis for the formation of digital government and has a huge impact on the
development of technologies, including artificial intelligence. Research confirms that Open Government Data
(OGD) plays an important role in economic development and civic engagement. Open data initiatives enable
citizens and organizations to access information, which contributes to greater participation in public life, im-
proved public services, and economic growth (Wirtz et al., 2022) [1]. The relevance of this research is under-
scored by the growing global emphasis on digital governance transparency and the estimated economic impact
of trust deficits—studies indicate that a 10-percentage point increase in trust can elevate a country's economic
performance by approximately 1.3-1.5% of GDP.

In developing countries such as Kazakhstan, which have a high level of digitalization of public administra-
tion, open data offers significant potential for improving living standards. Kazakhstan has made significant ef-
forts in digitalization of services and data opening, which has allowed it to take a leading position in the region.
Thus, according to the UN E-Government Survey rating (UN E-Government Survey 2024 | Public Institutions,
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n.d.) [2] Kazakhstan has the highest EGDI value (0.9009) in the E-Government Development Index (EDGI)
and is in the V3 rating class of the very high EGDI group, according to the Open Government Data Index
(OGDI) it ranks second in the region.

The rapid development and adoption of digital technologies in high OGDI and EDGI countries is having a
positive impact on their neighbors, spurring regional progress in digital transformation. Governments across
Asia are recognizing the key role of digital governance in driving economic and social growth. Following the
lead of leaders, they are implementing their own digital initiatives tailored to the unique needs of their societies
and local conditions. This overall rapid shift to digital technologies not only improves the efficiency of public
services, but also creates a favorable competitive environment that stimulates continuous improvement and
innovation. Examples of successful digital transformation in Asia have become a clear model for other regions
wishing to use technology to improve the quality of governance and accelerate their own development.

However, many residents still do not fully access high-quality public services, even with the active use of
digital technology and the establishment of national open data platforms. Unfortunately, in recent years, there
has been a growing trend of restricting access to data in areas particularly sensitive to corruption (https://exclu-
sive.kz/kazahstanskie-vlasti-hotyat-zakryt-neugodnye-dannye), as well as making OGD inaccessible without
authorization. This creates unequal conditions for international researchers and violates the "open by default"
principle ( https://exclusive.kz/chto-skryvaet-otkrytoe-pravitelstvo-kazahstana/). Hence, such a policy under-
mines citizens' trust in digital services provided by the government.

This study builds on data from the "Kazakhstan Digital Inclusiveness Survey" (KOICA Project No. 2021-
07) (Moon et al., 2024) [3], which was conducted in the Almaty metropolitan area to explore citizens' usage,
satisfaction, and trust in digital public services. The study specifically focuses on two critical questions: (1)
What demographic and behavioral factors correlate with trust in digital government services and information?
and (2) How do service quality and accessibility influence citizens' trust in these platforms? This study aims to
better understand the key mechanisms of public trust in OGD and digital services. The purpose of the work is
to study the factors influencing citizens' trust in the state through the prism of open government data.

The research methodology is based on a quantitative approach using R statistical software. To ensure the
reliability of the results, careful data preparation was carried out: eliminating inconsistencies, standardizing
variables and integrating data arrays according to modern scientific standards. Content analysis was also used
in open-ended questions.

A special feature of the work is an advanced approach to the analysis of trust processes, which allows
identifying the perception of digital governance between the different group of population. The study not only
identifies the factors influencing public trust, but also reveals citizens' expectations regarding the role of the
state in digital transformation, thereby contributing to the development of a discussion on mechanisms for
strengthening social interaction in the digital environment.

This paper examines and tests the factors that influence trust in the context of open government data, par-
ticularly government information sources. The results show that these factors are not obvious and have not
been studied, which opens up a wide field for future research.

Literature Review. Numerous studies conducted in countries with a high level of digitalization, such as Es-
tonia (a post-Soviet state like Kazakhstan), show the positive impact of open data on improving the quality of
public services and living standards. As World Bank experts note, digital technologies offer great opportunities
to improve the quality of public services, especially in emerging market countries (Bjerde & Demirgii¢c-Kunt,
2021) [4]. Research indicates that a 10-percentage point increase in trust can elevate a country's economic
performance by approximately 1.3-1.5% of GDP. For instance, if the United Kingdom achieved trust levels
comparable to Scandinavian countries, it could potentially add £100 billion annually to its economy( https://
www.ft.com/content/97¢1044d-141a-42fb-a47a-672ddb9512c4). This could correlate with Kazakhstan’s slow
economic grow and low social trust in digital government. However, there could be more reasons. First, one
of the problem may be the selective openness of data may affect to trust. Although the government publishes
some data, much remains inaccessible or is presented in formats that make it difficult to use (ODIN, 2024) [5].

Second, it is probably due to the approach to using e-government. Competitive authoritarian regimes (e.g.
Kazakhstan, Russia) use e-government for internal legitimization by simulating transparency and citizen en-
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gagement. They attract more domestic users by providing real services and information resources to increase
their support. OGD is used to legitimize government initiatives without significantly improving accountability
or transparency (Maerz, 2016) [6]. Open government data has been promoted by them as a fix for long-standing
political and social problems, but is used rather as a “smokescreen” to improve the international image. OGD
alone is not a panacea given the specifics of the media environment and legal system of the country (Zuffova,
2020) [7] and does not work without a link to free media and the judiciary.

However, data opening is not the fundamental purpose of OGD; promoting efficient data utilization and
value realization is its goal (Fang et al., 2024) [8]. Value can be both internal and external (in another word
merit and worth). Typically, external value (a website with the ability to view and download data) is satisfied,
but internal value, such as public utility and validity of data, is more difficult to achieve and it is ignored by
the state. For example, in the UK, only 10% of data is truly open and accessible (Wang & Shepherd, 2020) [9]
thus bringing value. Data accessibility can also be implicit, with the so-called “latent transparency”, which is
defined as awareness of the possibility of accessing information, but without actually using the data (Grim-
melikhuijsen et al., 2020) [10]. This concept is contrasted with “explicit transparency”, which is associated
with direct access to specific data. But this is not the only problem: even if a large amount of data is available,
it may not be standardized and of little use for processing and, as a result, does not attract public attention and
is predominantly aggregated information rather than raw data, which limits the potential for civic participation
(Wang & Shepherd, 2020) [9].

For civic participation to become visible and meaningful, it is necessary to earn the trust of society. In-
completeness, low quality, partial availability, inconsistency of metadata, lack of standardization and quality
control of metadata are also critical factors (Slibar & Mu, 2022) [11] that undermine citizens' trust in public
administration. According to the trust theory put forward by (Lindstedt & Naurin, 2010) [12], transparency
and openness of data without accountability may not strengthen, but even undermine citizens' trust. The trust
effect is enhanced by voluntary disclosure beyond mandatory requirements, with a particularly strong impact
for disclosure of performance and financial data. Content-based transparency affects trust, which may be useful
for research on the perception of open data and its relationship with social trust (Ripamonti, 2024) [13].

Public officials also experience negative effects from poor open data management. User satisfaction with
public services increases the public value of OGD and increases the motivation of public officials responsible for
open data. Public engagement increases the use and support of government systems (Benmohamed et al., 2024)
[14]. In other words, when citizens trust OGD websites, they are more likely to use them (Chen et al., 2023) [15].

So how can we increase the value and, accordingly, trust in OGD? A number of authors propose the concept
of ecosystems in which user involvement in joint data generation creates additional value (Hein et al., 2023),
(Bonina & Eaton, 2020), (Reggi & Dawes, 2022) [16][17][18]. In most cases, the state is the only data provider
and is the developer of systems offering public services. But the state does not always take into account the
needs of all citizens and may not make timely changes to public service platforms, which creates situations of
digital inequality (Larsson, 2021) [19]. To solve such problems, third-party developers and organizations are
invited to use OGD to create similar or other services for their target audience. The number of such applica-
tions shows how much the state provides high-quality data and public engagement( According to data.egov.kz/
app/list there are only 19 such applications, while Singapore has more than 100). For open data ecosystems to
be successful, it is important to take into account the specifics and needs of the local context, and an approach
with user involvement from the very beginning allows platforms to adapt to specific contexts and improves
interaction within the ecosystem. Building a sustainable OGD ecosystem requires communication and feed-
back between all participants, and it's not just developers. NGOs, media, and independent investigators also
contribute significantly to the value of OGD.

Many studies focus on the theoretical aspects of open data and its potential to improve public administra-
tion (Charalabidis et al., 2018) [20], but this study is focused on identifying the reasons why these data do not
impact social trust and transaprency as expected. The widely unexplored relationship between OGD and the
digital economy becomes of increasing interest (Wirtz et al., 2022) [1].

Theoretical framework. The theoretical framework is built on value creation theory in OGD. Publishing
government data on the OGD portal is not sufficient to create public value because OGD itself has little value.
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For OGD to have an effective impact, users must activate its value (Benmohamed et al., 2024) [14]. Given the
available data and results, the research question is how the multiple data platforms (Open Data Portal, Open
Budgets Portal) impact citizen trust in government?

We propose that socio-demographic factors (age, education, income, language proficiency) influence initial
platform engagement, while user satisfaction and perceived accessibility moderate the relationship between
usage and trust development. This model acknowledges that OGD value creation occurs within specific politi-
cal, institutional, and social contexts that shape citizens' perceptions and expectations.

METHODOLOGY AND STUDY DESIGN

Our study employs a mixed-methods approach combining quantitative analysis of secondary data with
thematic content analysis of open-ended responses to provide a more comprehensive understanding of trust
mechanisms in OGD.

Data Source and Collection. The data were obtained from the Harvard Dataverse repository (Moon et al.,
2024) [3]. The dataset comprises a questionnaire with structured questions and raw Excel files containing
respondents' answers divided into groups from the Almaty metropolitan area. While using secondary data has
limitations, this approach provided access to a substantial dataset focused specifically on digital service usage
in Kazakhstan.

Sampling Framework and Representation. The sample (n=258) includes respondents from the Almaty
metropolitan area with 100% internet access penetration. We acknowledge the significant urban bias in this
sample, limiting generalizability to rural areas where digital access and usage patterns likely differ substantial-
ly. To partially address this limitation, we conducted a post-hoc analysis comparing our sample demographics
with national statistics to identify potential representation gaps.

Data Structure and Measurement. The questionnaire employs various measurement methods:

*  Nominal scales (converted to dummy variables for analysis)

* Interval and ordinal scales

*  Ranking and multiple-choice formats

»  Filter and open-ended questions

To enhance measurement validity, we conducted reliability analysis for multi-item scales and assessed
construct validity through correlation analysis with related variables. Trust was operationalized as a multi-
dimensional construct including both cognitive and affective components.

Data Preparation and Transformation. Before analysis, we:

1. Combined data into a single CSV file for integrated analysis

2. Transformed nominal responses into dummy variables using standard statistical practices

3. Conducted data cleaning to address inconsistencies and standardize variable formats

4. Performed missing data analysis using Little's MCAR test to determine if data were missing com-
pletely at random

5. Employed multiple imputation techniques for handling missing values where appropriate

Analysis Focus and Strategy. Our analysis centered on four questionnaire blocks:

*  "Electronic government" (Q27-Q31)

*  "Trust in information sources" (Q32-Q34)

»  "Electronic health" (Q19-Q22)

*  "Electronic education" (Q23-Q26)

This focus allowed us to examine both general trust in government information and specific trust in e-
service domains.

Quantitative Analysis Methods. We employed comprehensive statistical analysis using R:

»  Descriptive statistics to characterize sample and response patterns

*  Correlation analysis to identify relationships between variables

*  Hierarchical regression analysis to test hypothesized relationships

*  Moderation analysis using interaction terms to assess contextual effects

»  Diagnostic tests for multicollinearity, heteroskedasticity, and normality assumptions

*  Bootstrapping procedures to strengthen statistical inferences from the limited sample
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To address potential endogeneity concerns (e.g., pre-existing trust influencing usage patterns), we tested
alternative model specifications and implemented appropriate statistical controls.

Qualitative Analysis Component. While open-ended responses about trust/distrust reasons were not used in
the primary quantitative analysis, we conducted a supplementary thematic content analysis to identify recur-
ring patterns. Keywords such as "I do not trust" were analyzed within their contextual usage, providing trian-
gulation for quantitative findings. This mixed-methods approach strengthens the validity of our conclusions by
examining trust mechanisms through multiple analytical lenses.

Analytical Framework. Our analytical framework tests three primary hypotheses with sub-components:

H1: Socio-demographic factors influence trust in OGD platforms

»  Hla: Age positively associates with trust

*  H1b: Education level positively associates with trust

*  Hlc: Income level positively associates with trust

H2: Platform characteristics moderate trust relationships

*  H2a: Platform accessibility moderates the relationship between socio-demographic factors and trust

*  H2b: Platform brand strength moderates this relationship

H3: Usage patterns and satisfaction influence trust development

*  H3a: Usage frequency positively correlates with trust

»  H3b: Service satisfaction moderates the usage-trust relationship

This framework allows us to examine both direct effects and contextual influences on trust formation in
Kazakhstan's e-government environment. By testing these relationships systematically, we can identify lever-
age points for enhancing citizen trust in digital government services.

This comprehensive methodology, despite acknowledged limitations, enables us to conduct a nuanced anal-
ysis of the complex relationship between open government data, electronic service delivery, and citizen trust
in the context of Kazakhstan's digital transformation.

Socio-demographic indicators were selected as independent variables. Trust was selected as a dependent
variable and user satisfaction, usage frequency, accessibility (for e-health and e-learning), platform brand was
selected as moderate variables (see Figure 1).

Figure 1 - Research model.
Note: compiled by authors.

This methodology allowed us to conduct a comprehensive analysis of citizens' attitudes towards open gov-
ernment data and electronic government services in the context of the Almaty agglomeration.
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FINDINGS

Data analysis revealed high internet access penetration among respondents (n=258, 100%), primarily via
home connections and mobile devices. However, engagement with e-government services showed limited
depth, with 83% of respondents (n=214) declining to provide satisfaction ratings despite participating in other
survey sections. Similarly, e-health services exhibited low engagement patterns, with over 80% of respondents
abstaining from detailed satisfaction assessments, indicating potential barriers to digital service utilization.

Our analysis of the survey data revealed several key patterns regarding trust in Open Government Data
(OGD) and digital government services in Kazakhstan showed in table 1 below:

Table 1 - Summary table of hypothesis testing results

demographic factors

education, income, and
language on trust levels

showed the strongest effect
(t=-1.529)

statistic = 0.65- p-
value = 0.81

. - Statistical .
Hypothesis Description Results Indicators Conclusion
Influence of ace. gender - All coefficients non-sig- -R?=0.123- Ad- | No statistically significant
H1: Socio- g6, & > | nificant (p > 0.05)- Gender | justed R? =-0.06- F- | influence of demographic

characteristics on trust
levels.

H2: Platform acces-
sibility and brand

Influence of e-health, e-

education, and e-govern-

ment service satisfaction
on trust

- Only e-health satisfaction
at level 4 showed significant
influence (t = 3.500, p <
0.01)

- R? =0.64- Adjusted

R?=0.389- F-statis-

tic = 2.53- p-value =
0.055

Partial effect of satisfac-
tion, predominantly in the
e-Health domain, on trust.

H2a: Moderation
by platform acces-
sibility

Influence of accessibil-
ity as a moderator of the
relationship between
demographic factors and
trust

- Significant effects
observed for:- Age x ac-
cessibility (t=1.919,p <
0.1)- Higher education x

accessibility (t=-2.398, p
<0.05)

-R?=10.21- Adjusted
R?=0.074- F-statis-
tic = 0.74- p-value
=0.77

Evidence of moderation
exists only for specific
groups based on education
level and age.

H2b: Moderation by

Influence of e-gov brand

- No significant effects- All

- R?=0.3- Adjusted
2 =-(0.4- F-statistic

No evidence of moderating

H3: Usage fre-
quency and service
satisfaction

Influence of usage
frequency on trust and
moderation by satisfaction

usage frequency and trust-
No significant moderation
effects

justed R?=-0.03671-
F-statistic = 0.0793-
p-value = 0.971

brand strength as a moderator p-values > 0.05 =0.4254- p-value = | effect of brand strength.
0.9686
- Weak relationship between | - R?=0.0032- Ad- No significant influence

of usage frequency and
service satisfaction on
trust.

Interpretation of Hypothesis Testing Results

Overall, the results do not support the hypothesis that socio-demographic factors significantly affect the
level of trust in the OGD platform (H1). This contradicts common assumptions in digital divide literature,
which often links demographic characteristics with technological adoption and trust.

In the main effects model of satisfaction (H2), only a partial effect was found related to e-health, indicating
heterogeneity in the influence of service quality across different e-government sectors. The moderation effects
of satisfaction with accessibility (H2a) were only noticeable for certain groups by education level and age,
suggesting complex interactions between personal characteristics and platform features.

Moderation by brand strength (H2b) and the effect of frequency of use together with satisfaction with the
service (H3) did not find statistical support, which challenges assumptions that brand recognition and simple
exposure can generate trust in the e-government context.

Correlation Relationships and the "Circle of Trust"

The analysis revealed additional significant correlations, presented in Table 2:
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Table 2 - Summary of correlations

Correlation Pair Coefficient (r) | P-value Strer]gth O.f Interpretation
Relationship

Trust and usage | 1, 0.003 Moderate Higher frequency of use is associated with higher
frequency levels of trust

. . Higher satisfaction with services is associated

<

Trust and satisfaction 0.45 0.001 Moderately strong with significantly higher trust levels
Us:‘age .frequency and 0.38 <0.001 Moderate More.frequent use is associated with higher sat-
satisfaction isfaction levels
Note: All correlations are statistically significant (p < 0.05), indicating these relationships are not due to random chance and can
inform evidence-based policy decisions.

These correlations suggest a "trust circle" mechanism: increased usage frequency correlates with greater
satisfaction, which in turn associates with higher trust levels, potentially encouraging continued usage. The
strongest relationship (r=.45) between satisfaction and trust emphasizes service quality's primacy in trust for-
mation, rather than usage patterns alone.

Trust in Various Information Channels

In terms of information dissemination channels, there is a significant gap between trust in official govern-
ment websites (3.448) and other digital channels. Notably, news sources demonstrate the highest level of trust
(9.745), which is more than twice as high as trust in official government portals.

The high standard deviation (SD = 11.62) for government websites indicates significant variability in trust
ratings for this channel. This may indicate:

1. Heterogeneity in user experience

2. Significant differences in the perception of official digital resources by different population groups

3. Possible influence of political and cultural factors on trust formation

The high level of trust in government social media (8.094) compared to official websites indicates the
potential effectiveness of informal communication channels in building trust between the government and
citizens. This phenomenon can be explained by the more interactive nature of social media and their ability
to provide two-way communication, which aligns with theoretical understandings of trust formation through
transparent interaction.

Theoretical implications

The results indicate that traditional socio-demographic factors exert minimal influence on trust in OGD
platforms, contradicting assumptions in digital divide literature. Instead, service quality and user satisfaction
emerge as central determinants of trust formation.

The value creation theory of OGD was partially confirmed; however, these findings suggest that the level of
trust in government platforms in this sample is determined by complex factors. The high variability in trust lev-
els may indicate the existence of more significant factors influencing trust, such as political factors (Zuffova,
2020) [7], which may be particularly relevant in the Kazakhstani context with its particular political structure.

The significant gap between trust levels in various government information channels requires further in-
vestigation and may reflect deeper institutional factors shaping citizens' perceptions of government digital
initiatives.

DISCUSSION

Transparency in governmental activities theoretically creates extensive trust networks and "bridging social
capital" that unites diverse societal groups (Frolova, 2016) [21]. However, our survey results reveal a signifi-
cant institutional trust deficit in Kazakhstan that requires deeper examination within the country's specific po-
litical and historical context. The low popularity of government information resources indicates weak trust in
official information sources and e-government services, despite Kazakhstan's high EGDI and OGDI rankings.

A central paradox emerges from our findings: citizens tend to trust government sources over third-party
sources, yet exhibit low engagement with official platforms. This contradictory pattern suggests that citizens
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recognize the authority of government information but remain skeptical about implementation quality and ac-
cessibility. This creates a unique responsibility for government to provide not only verified information but to
deliver it through channels and interfaces that resonate with citizen preferences.

The significantly higher trust in government social media (8.094) compared to official websites (3.448)
points to a critical insight: citizens prefer informal, interactive communication channels over traditional one-
way information dissemination. This preference pattern may reflect broader societal expectations about trans-
parency and engagement that have evolved in the digital age but clash with traditional bureaucratic communi-
cation approaches still prevalent in post-Soviet governance structures.

Barriers to Trust in Digital Government

Our analysis identifies several interconnected barriers to trust:

1. Information Security Concerns

Respondents consistently emphasized security concerns, confirming the foundational role of perceived se-
curity in trust formation. Implementing the Government Zero Trust Architecture (GovZTA) principle—which
follows a "never trust, always verify" approach to cybersecurity—could address these concerns. This architec-
ture's dual components (policy decision point and policy enforcement point) could create a security framework
that balances protection with accessibility (UN E-Government Survey 2024).

2. Information Reliability and Verification

The lack of publicly available verification methods undermines trust in government data. When the state
provides only processed information rather than raw data, it creates suspicion about potential distortion. Pub-
lishing open government data in raw, machine-readable formats would enable stakeholders to independently
verify information, following successful models implemented in Singapore and Canada.

3. Data Quality Issues

The incomplete data and missing metadata on platforms like data.egov.kz create significant usability barri-
ers. These quality issues hamper navigation, integration with alternative solutions, and search engine indexing.
High-quality data is particularly crucial for building artificial intelligence infrastructure and automated deci-
sion support systems that could enhance proactive service delivery.

4. Political Context and Simulated Openness

Perhaps most significantly, Kazakhstan exhibits what (Knox & Janenova, 2019) [22] term "half-open gov-
ernment"—implementing openness only to the point where it might threaten political control. This paradox of
simulated openness may explain why digital government initiatives have not translated into increased social
trust despite technical advancement. The government may create open data portals primarily to enhance inter-
national image while restricting access to politically sensitive information.

Theoretical Application. Our study challenges the assumption that usage frequency builds trust, showing
instead that service quality is the determining factor. We identified a "circle of trust" mechanism linking usage,
satisfaction, and trust in a reinforcing cycle. Additionally, we demonstrate that in Kazakhstan, the relationship
between openness and trust is mediated by political and institutional factors not captured in Western-centric
models.

Practical Application. The practical significance of the results is reflected in the recommendations for vari-
ous stakeholder groups. For government agencies, the study highlights the need to prioritize improving the
quality of electronic services, regularly monitoring user satisfaction, and developing programs to improve the
digital literacy of the population. These measures help improve user experience and, as a result, build trust
in e-government. Developers of electronic services are advised to pay special attention to the simplicity and
accessibility of interfaces, as well as to ensure the relevance and quality of data by implementing effective
feedback mechanisms.

Finally, the results of the study have important implications for open data policy. It is necessary to review
approaches to data publication, ensuring their completeness and reliability, as well as to develop verification
mechanisms and specialized tools for working with data. These steps contribute not only to the improvement
of existing services, but also to the formation of a holistic open data ecosystem, which, in turn, has a positive
effect on user trust.

Future research. The questionnaire used in the dataset requires adaptation to the study of the issue of
open government data and government information sources. It is also necessary to simplify the structure of
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questions, which should be in the form of numerically measurable indicators. Expanding the geography of re-
spondents, increasing their number can improve the study. In addition, conducting in-depth interviews with of-
ficials working in service and data provider organizations can shed light on the theory of public value creation
of OGD. The study can also benefit from conducting a survey among key OGD stakeholders such as NGOs,
journalists, opinion leaders.

Possible further improvements to the model include adding mediating variables such as perceived useful-
ness, perceived ease of use, and perceived security. Security was mentioned more frequently in the respon-
dents’ open-ended responses.

A longitudinal study would track changes in trust and use of OGD over time and assess the effectiveness
of policies and initiatives.

Learning how businesses and developers use OGD could help develop more effective strategies for stimu-
lating open data-based innovation. Conducting a comparative analysis with countries with a similar level of
EGDI, OGDI can help in identifying those very other factors left outside the field of analysis in this study.

CONCLUSION

The study reveals a significant institutional trust deficit in Kazakhstan's digital government services despite
the country's high EGDI and OGDI rankings. Our research explains why extensive digital initiatives have not
translated into increased social trust or improved public service utilization. We demonstrate that OGD plat-
forms serving merely symbolic functions cannot generate transparency, trust, or meaningful public value. This
value deficit directly impedes potential economic growth, explaining the paradox of delayed improvements in
citizens' well-being despite advanced digitization levels.

Our identification of the "circle of trust" mechanism linking usage, satisfaction, and trust challenges con-
ventional assumptions about demographic influences on digital governance engagement. This finding has sig-
nificant theoretical implications for understanding trust formation in Kazakhstan's specific political and insti-
tutional context and suggests that effective OGD strategies must prioritize user experience, data quality, and
multi-channel engagement rather than focusing on technical implementation metrics or demographic targeting.

Further development of e-government in Kazakhstan requires a comprehensive approach that addresses
both technical and institutional barriers simultaneously. This includes improving data quality, enhancing ser-
vice usability, and ensuring real rather than symbolic transparency of government processes. Only through
this integrated approach can Kazakhstan transform its existing digital infrastructure into an effective tool for
strengthening state-society trust and realizing the economic and social potential of digital governance.
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AIIBIK MEMJIEKETTIK JIEPEKTEP KOHE
SJIEKTPOHABIK YKIMET KbI3METTEPI:
IJIEYMETTIK CEHIM/AI APTTBIPY IIEPCIIEKTUBAJIAPBI

Axmen Baiixomkaes!, Madypa YauabikoBa'”
"Hapxo3 Yuusepcureri, XXangocos kemeci 55, 050035, Anmatel, Kazakcran

AHJATIIA

Maxcampr: 3eprrey KazakcTaHgarbl amiblk MeMIIEKeTTiK Aepektepiai (AMJI) memiekeTTik OGackapyra
JIeTeH JICYMETTIK CEeHIM/II KaJIBIIITACTBIPYFa dCEPiH TajayFa, )OoFapbl HU(pIaHAbIpbUIFaH, OipaK KOFaMJIbIK
CEHIMHIH KYTUINeH JIeHreliHe jkeTnereH oprana AM/J] KYHIBUIBIK KYPY TEOPHICHIH TEKCepyre OarbITTalIFaH.

Oodicmenmeci: Kympic R Oarmapnamanblk jkacakTaMachlH KOJIJaHa OTBIPbIN, KazakcTaHabIK HUQPIIBIK
MHKJIIO3UBTIIK CayaJlHaAMAaChIHbIH JCPEKTEPIH CaHJIbIK TajlayFa HEri3eNIMeH. OJIeyMETTIK-IeMOrpadusiIbIK
(dakropiap, 1athopMmaHbl TaijanaHy, KaHaraTTaHy, KOJDKETIMIUIIK TIEH CEHIM JeHredi apachIHJarbl
OaiimaHpICTBl Oaranay YIIiH KOPPESIMSIIBIK JKOHE PErpeccHsUIbIK Tanaay KoinaHbpuiasl. COHBIMEH Katap,
PECHOHCHTTEP/IIH AlllbIK JKayanTapblHbIH TAKBIPBIITHIK KOHTEHT-TAJIAY bl KYPIi3isii.

Homuocenepi: KyTkeHre KapamacTaH, dJ€yMeETTIK-IeMorpagusiblk ¢axkropiaap AMJI-re neren cenim
JICHreliHe MUHUMAJIIbI dCEp €Telli, ajl KbI3MET camachl MEH NMaiaajiaHylIbUIapAblH KaHaraTTaHybl HETi3ri
(dakropiap Oosbin TaObuIaAbl. L{uppiblK apHamap apachlHIa CEHIMHIH aWTapJbIKTaldl albIpMaIlbUIBIKTAPhI
AHBIKTAJIIBL: pecMu BeO-caiiTrap (3.448) MmemitekeTTik aieyMeTTiK xemiiep (8.094) sxoHe )aHaIBIKTap KO3epiHe
(9.745) xkaparanaa enoyip TemeH OaranaHajibl. CTaTUCTHKANBIK Tayjgay IIaT(GOPMaHbIH KODKETIMIUIIr
Oenriti Oip geMorpadusUIbIK (hakTopJiap MEH CEHIM apachIHIarbl KAPhIM-KAaThIHACTBI PETTEUTIHIH KOPCETTI.

JKayanvleer: 3eprTey mNaljanaHy KHUITH, KbI3METTEpre KaHAaFaTTaHYJbl JKOHE CEHIM JeHreriepiH
©3JIiriHeH KYIICHTETIH IUKJIe OaiJlaHBICThIPAThIH JKaHa "CeHiM IIeHOepi” MeXaHW3MIH aHbIKTahabl. By
TYXKBIpbIMIaMa TUGPIBIK TIaTGopManap sl GopMaibIbl €HT13y MEH KOFaMJIbIK KYH/IBUIBIK KYPY apachlHIarbl
QIMIAKTHIKTBI JKOI0 Typajbl jKaHa Ke3KapacTapiAbl YChIHAIbl. HoTikenep KOFaMIBIK CEHIMIII apTThIpyFa
YMTBUIATBIH YKIMETTEp YIIH HUQPIBIK IUaTGopManapisl Kypy JKETKUTIKCI3 eKeHIH; ojlap AepeKTepliH
CEHIM/ITIT1H KAMTaMachI3 €Till, allIbIK JIePEKTEPIiH )KaH-KaKThl 9KOKYHECiH KaJIbIIITACThIPATHIH BEpUDUKAIHS
MeXaHU3MJIEPiH JaMBITYbl KEPEK eKEeHiH KopceTe/li.

Tyuinoi cesoep: AUIBIK MEMIIEKETTIK JEpeKTep, MUPPIBIK YKIMET, JJIEKTPOHIBIK YKIMET, 9JIeyMETTIiK
CeHiM, Mai1aanyIbl KaHAFaTTaHyIIBUTBIFBI, KBI3MET Canachl

Anzvic: Makana AP19678174 «OxoHOMUKaHBI WHHOBAIMSUTBIKFA alHAIABIPY >KarmaibiHga Kazakcran
PecrnyOsrKachIHBIH MEMJICKETTIK JaMy OarjapiiaMaiapblH 0acKapy JKYMECIH KallbIITACTBIPYIbIH TCOPHUSICHI
MEH 9J1iCTEMECIH a31pJIey» FhLJIBIMHU 5K00AChI asChIH/IA Al bIH/AJIFaH.
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OTKPBITBIE 'TOCYJAPCTBEHHBIE JJAHHBIE U YCJIYT'U QJIEKTPOHHOI'O
INPABUTEJIBCTBA: IEPCIHHEKTHUBBI IIOBBIINEHUSA COLITUAJIBHOI'O JOBEPUSA

Axmen Baiixomkaes!, Madypa YauabikoBa'
"Vuusepcurer Hapxos, yi. Kanmocosa 55, 050035, Anmatsr, Kazaxcran

AHHOTALIMUA

L]env: VccnemoBanne HANpaBICHO HA aHAJIU3 BIWUSHUS OTKPBITBHIX TOCymapcTBEHHBIX maHHBIX (OI'J]) Ha
(hopMupoBaHUE CONMATIHHOTO OBEPHS K TOCYIapCTBEHHOMY ylpaBieHuio B Kazaxcrane, mpoBepsisi TEOPHIO
co3nanus rieaHoctr OI'J] B KOHTEKCTE BEICOKOM(PPOBU3UPOBAHHOMN, HO HE JOCTHUTIIICH OKUIACMOTO YPOBHS
0O0IIIECTBEHHOTO JTOBEPHS CPEJIBI.

Memooonozeus: PaboTaocHOBaHAHAKOJIMIECTBEHHOM aHATTN 3¢ TaHHBIX KazaxcTaHCKOTo ompocanonudpoBoit
WHKITIO3MBHOCTH C TIPUMEHEHHEM NpoTrpaMMHOro obecriedenns R. Mcmonp3oBanmch KOppEeTsIUOHHBIA U
pErpecCHOHHBIA aHaMM3 NI ONEHKH B3aMMOCBA3EH MEXKIy COIHMaIbHO-AeMOTpapudecKuMu (GaKkTopami,
WCTIONb30BaHNEM TUIAT(OPM, yIOBIETBOPEHHOCTHIO, TOCTYTHOCTHIO W YPOBHEM J0BepHs. JlomomHUTETHHO
MIPUMEHSJICS TEeMAaTHIECKAN KOHTEHT-aHAJIN3 OTKPBITHIX OTBETOB PECTIOHACHTOB.

Pezynemamur: Bonipeku 0XumaHUAM, CONHAIBHO-IEeMOorpaduueckne (HakTopbl MUHIMAIBHO BIMSIOT Ha
ypoBeHb foBepus k OI'Jl, B To BpemsI Kak Ka4ecTBO YCIIyT M YJIOBIETBOPEHHOCTH IOJIb30BATENICH SABISIOTCS
KITFOYEBBIMU JIETePMUHAHTAMA. BBISBICHBI 3HAYMTENBHBIE PA3NuMs B JOBEPHH K Pa3HBIM IH(QPOBBIM
KaHaJaM: o(HUIlHaIbHBIC BeO-CaAlThI OMYyJal0T CYIIECTBEHHO OoJiee HU3KHE OleHKH (3.448) Mo cpaBHEHHUIO
C TOCYIapCTBEHHBIMH CONMATLHBIME ceTssMH (8.094) u HoBOCTHEIMH HcTOUHUKAaMH (9.745). CTaTUCTHIECKII
aHalM3 TO0Ka3al, 4YTO JOCTYITHOCTh IIaT(GOpMBI MOJEPHPYET B3aMMOCBS3H MEXAY ONpeAeIeHHBIMU
neMorpaduIecKUMHA (PaKTOpaMHu U JTOBEPUEM.

Hosusna: VccnenoBanne BBIABIIIO MEXaHU3M "KpyTa JOBEpHUA", CBA3BIBAIOIINI YaCTOTY HCITOJIb30BAHMUS,
YIOBJIETBOPEHHOCTD YCIYTaMH U YPOBEHB TOBEPHS B CAMOYCIITMBAIOIIIEMCSI ITUKJIE. DTa KOHIETIHA Ipe/iaraet
HOBYIO TIEPCIIEKTUBY JJIsl TIPEOIOJICHUST pa3pbiBa Mexay (HhOpMalTbHBIM BHEAPEHHEM IH(PPOBBIX IIaThopM
7 CO3JaHWeM OOINEeCTBEHHON NEHHOCTH. Pe3ymbTaThl yKa3bIBalOT, YTO JUIS MPABUTENBCTB, CTPEMAIIUXCS
TTOBBICUTH OOIIECTBEHHOE JOBEpPHE, HEIOCTATOYHO MPOCTOTO CO3MaHMSI MU(PPOBHIX IIaTHOpM; HEOOXOIUMO
o0ecrnieunBaTh HA/IEKHOCTh JAHHBIX M Pa3BUBAaTh MEXaHW3MbI BepHU(UKANH, (OPMHPYIOIINE IETOCTHYIO
9KOCHCTEMY OTKPBITHIX TaHHBIX.

Kntouesvie cnosa: OTKpBITBIE TOCYIApCTBEHHBIE MaHHBIE, MU(GPOBOE TMPABUTEIHCTBO, AIEKTPOHHOE
MIPaBUTEIHCTBO, COITHAIEHOE OBEPHE, yIOBIETBOPEHHOCTD MOJIB30BATENEH, Ka4eCTBO yCIyT

bnazooapnocmp: Ctathsl TOATOTOBJICHA B paMKax HaydHoro npoekta AP19678174 «Pa3paboTka Teopuu
W METOJONOTUU (OPMHUPOBAHUSI CHCTEMbI YIIPABICHHUS TOCYJAPCTBEHHBIMUA IPOrpAMMaMHU  Pa3BHTHS
PecnyOnukm Kazaxcran B yCIOBHSAX TpaHC(POPMAIMH YKOHOMUKH B HHHOBAITUOHHYOY.
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